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Installation de la machine Debian 

 

1.Choisissez d’installer la version sans 

interface, pour optimiser l’espace de stockage 

ainsi que la puissance nécessaire pour faire 

tourner la machine 

 

 

2.Choisissez le langage souhaité puis faites 

entrer 

3.Selectionnez votre région 

 

 

 

4.Prenez la disposition de clavier qui convient 

5.Donnez le nom de votre machine pour la 

différencier, vous pouvez continuer 

6.Pour le domaine vous pouvez passer 
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7.Vous pouvez créer 

votre mot de passe 

superAdministrateur 

(root) 

8.Créez votre 

utilisateur classique 

et mot de passe 

pour interagir avec 

la machine 

9.Choisissez l’utilisation 

d’un disque entier, faites 

entrer, validez le disque et 

tout dans une seule 

partition faites terminer et 

oui 

 

10. Choisissez le pays miroir en rapport 

avec le pays que vous avez choisi avant 

11.Selectionnes « ftp.fr.debian.org » par défaut 

12.Laissez le mandataire HTTP vide et continuez 

13.On ne participe pas  

                             

14.Désactivez toutes les options sauf les utilitaires usuels du 

système 

15.Installez le programme de démarrage GRUB sur le disque puis 

selectionnez le /dev/sda, continuez l’installation et enfin l’installation 

est complète. 
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Installer un serveur Lamp sous Debian 

 

16.Tout d’abord lancez 

votre machine Debian, 

puis rentrez en mode root 

 

 

17.Effectuez la commande 

de mises à jour « apt-get 

update » 

18.Effectuez la commande 

de mises à niveau « apt-get 

update » 

19.Ensuite lancez l’installation de 

apache2 « apt-get install apache2 » 

 

20.Verifiez que apache2 

s’est installé correctement 

sur la machine « systemctl 

status apache2 »  

 

 

21.Récuperez 

l’adresse IP de la 

machine « ip a » 
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22.Tapez-la sur une page internet sur un ordinateur qui est sur le même réseau vous devriez 

avoir cette page qui s’affiche. Votre serveur Apache2 est prêt 

 

 

23. Vous devez maintenant 

installer php, tapez la 

commande « apt-get install 

php » entrez et faite « o » 

puis entrez 

 

 

 

24.Installez php-curl « apt-get install php-curl 

 

25.Installez php-gd « apt-get install php-gd » 

 

26.Installez php-intl « apt-get install php-intl » 

 

27.Installez php-memcache « apt-get install 

php-memcache » 

 

28.Installez php-zip « apt-get install php-zip » 

 

29.Installez php-json « apt-get install php-json »  

30.Installer php-mbstring « apt-get install 

php-mbstring »  
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31.Installez php-xml « apt-get install php-xml » 

 

32.Installez php-simplexml 

« apt-get install php-simplexml »  

 

33.Installez php-mysqli 

« apt-get install php-mysqli »  

34. « apt-get install php-ldap »  

35. « apt-get install php-apcu » 

36. « apt-get install php-xmlrpc »  

37. « apt-get install php-bz2 »  

 

38.Allez dans les fichiers de configurations 

« cd /var/www/html » 

 

39.Ensuite nous 

allons installer le 

serveur MariaDB « apt-get install mariadb-server »  

 

40.Commande 

pour la première 

installation de MariaDB « mysql_secure_installation » 

                                              

41.Faite entrer puis 

yes et ensuite yes, 

enfin créez un nouveau 

mot de passe pour le 

serveur MariaDB  

 

 

 

 

 

 

 

42.Supprimez les accès 

anonymes et validez par 

oui 
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43.Désactivez le root login 

 

 

44.Désactivez l’accès à 

distance de la base 

 

45.Vous rechargez les 

privilèges de la base  

 

 

 

46.Nous allons 

entrer dans le 

serveur de 

MariaDB « mysql 

-u root -p » puis 

entrer le mot de 

passe créer 

précédemment 

 

47. Nous allons créer la base de données 

de GLPI sur MariaDB « create database 

GLPI ; » 

48.Ensuite on crée l’identifiant local 

de glpi « create user 

‘glpi’@’localhost’ identified by 

‘glpi’ ; » 

 

 

49. On va maintenant élever les privilèges au niveau d’administrateur de notre utilisateur glpi 

« grant all privileges on GLPI.* to ‘glpi’@’localhost’ identified by ‘glpi’ ; » 
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50.Enfin mettez à jour votre base pour que 

les privilèges soient pris en compte « flush 

privileges ; » et quitter MariaDB « exit » 

 

 

51.Nous allons créer un fichier temporaire pour 

lancer l’installation de GLPI 

52.Ensuite nous allons sur la page internet de téléchargement de GLPI « wget 

https://github.com/glpi-project/glpi/releases/download/9.5.7/glpi-9.5.7.tgz » 

53.Il faut vérifier qu’il est bien 

téléchargé pour ensuite le 

décompresser « ls » puis « tar -xvf 

glpi-9.5.7.tgz » 

54.Nous allons déplacer le 

fichier décompressé de glpi 

dans notre arborescence « mv 

glpi /var/www/html/glpi » 

55.Il faut ensuite 

donner les droits 

d’accès à 

GLPI « chmod -R 755 /var/www/html/glpi » et « chown -R www-data :www-data 755 

/var/www/html/glpi » 

 56.Nous allons maintenant 

redémarrer notre serveur 

apache2 « 

/etc/init.d/apache2 restart » 

 

 

 

 

https://github.com/glpi-project/glpi/releases/download/9.5.7/glpi-9.5.7.tgz
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56.Rendez-vous sur la page web apache2 et rajoutez dans l’url « /glpi » faites entrer et si 

l’installation a été correctement faite vous arriverez sur cette page 

58.Choisisez la langue souhaitée puis cliquer sur OK 

 

59.Acceptea les termes de 

la licence puis faites 

Continuer 

 

 

 

 

 

 

60.Cliquez sur 

installer  
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61.Si vous avez correctement suivi la procédure 

toutes les extensions devraient être cochées en 

vert, vous pouvez ainsi poursuivre l’installation 

62.Entrez le nom du serveur créé ainsi que les 

identifiants créés en amont pour GLPI 

 

63. Sélectionnez la base que nous avons créé « GLPI » puis faites continuer et patientez le 

temps de la création 

 

 

 

 

 

64. Cliquer sur continuer 
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65.Decochez l’envoie de statistiques 

d’usage puis cliquez sur continuer 

 

 

 

 

66.Vous 

pouvez 

continuer  

 

 

 

67. Vous devez noter les 

identifiants pour chaque niveau 

d’habilité sur la plateforme 

ensuite vous pouvez utiliser GLPI 

 

68.Connectez-vous en administrateur avec 

glpi/glpi par défaut puis faites envoyer 
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Liaison LDAP GLPI et active directory 

En amont veillez à ce que votre machine Debian avec glpi soit sur le même réseau que votre 

AD pour pouvoir communiquer et laisser votre DHCP lui attribuer une nouvelle adresse. 

 

69.Rendez-vous sur 

votre AD et créez un 

compte glpi avec les 

droits 

administrateurs pour 

permettre le lien 

entre AD et glpi 

 

 

70. Ensuite allez 

sur votre glpi ou 

vous êtes 

connectés en 

administrateur 

puis allez dans 

Configuration et 

Authentification 

 

71. Une fois sur la page choisissez Annuaires LDAP 

72.Ensuite faites + 
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73.Cliquez sur Active Directory puis remplissez les informations à l’aide de votre serveur AD, 

puis cliquer sur ajouter  

74.Cliquer sur le serveur pour vérifier les informations 

75.Une fois les informations vérifiées, cliquez sur tester  

 

76. Cliquez sur Tester et si le test est réussi votre serveur est bien reconnu 

 

 



 

Titre Reference Page 
 

Déploiement GLPI Assurmer 16 / 19 

 

 

 

77.Ensuite 

rendez-vous sur 

Administration 

 

 

63. Cliquer sur Liaison 

annuaire LDAP 

 

 

78.Vous choisissez l’importation de 

nouveaux utilisateurs 

 

65.Slectionnez 

le mode expert 

 

 

 

79.Enfin cliquez 

sur Rechercher 

 

80.Completez la 

BaseDN, puis 

recherchez, tous 

vos utilisateurs 

apparaitrons en 

dessous   
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81.Cochez le 

champ de 

synchronisation, 

puis cliquez sur 

Action 

sélectionnez 

Importer et enfin 

faites envoyer 

 

 

82.Vous pouvez 

retourner dans 

Administration 

vous pourrez 

constater que 

vos utilisateurs 

ont été ajoutés 

 

 

83.En vous déconnectant de glpi vous verrez votre 

serveur ad qui apparaitra et maintenant n’importe quel 

utilisateur de l’AD pourra se connecter avec ses 

identifiants d’entreprise pour ouvrir un ticket sur glpi 

 

 

84.Voici l’interface d’un 

utilisateur  
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Déployer l’outil GLPI pour les utilisateurs 

85.Téléchargez ADMX du navigateur ou vous souhaitez créer les favoris des utilisateurs 

Chrome exemple « https://chromeenterprise.google/browser/download/thank-you/?platform= 

WIN64_ BUNDLE&channel=stable&usagestats=0 

86. Une fois installé mettez-le sur votre serveur puis 

décompressez le. 

87.Ensuite allez dans les GPO 

 

89.Créez une GPO pour votre explorateur 

pour ensuite créer vos favoris 

90.Allez la Modifier 

 

     91.Déroulez les stratégies 

puis clic droit sur le Modèle 

d’administration et rentrez dans 

ajout/suppression de modèles 

 

92.Ensuite cliquez sur 

Ajouter et parcourez 

pour vous rendre sur 

l’emplacement de 

Chrome.adm dans 

votre langue  

93.Ouvrez le puis close  
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94.Deroulez le modèle d’administration… puis google chrome et activez la barre des favoris 

 

95.Recherchez l’option Favoris gérés 

puis cliquez pour la modifier et activez 

la ensuite ajoutez le favori dans la barre 

de la manière 

suivante« [{"url":"http://debianglpi/glpi/ 

","name":"Ticket GLPI"}] » 

 

 

 

 

96.Voilà le résultat sur un poste client  

 


